


 



 

 

 Set a Password that had to be entered before your child 

can download any applications on their Device 

 Talk to your cell phone provider, (Verizon/At&t), and use 

or add parental controls, locators, wifi off times.   

 Do not allow video chat applications: virus can be sent 

through the connection that could control your child’s 

camera (Stick with Face Time) 

 Turn location services off on apps, pictures, and social 

media.  Leave on for maps, Find my phone, etc.  Go to 

Settings>Privacy>Location Services, then adjust the apps 

listed to allow locations on “while using” or “never”.   

 



 

 



 

 

 



 

 

 



 


